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Security Overview
• Users receive a pre-configured device loaded with Windows 10 and the Public Key 

Infrastructure (PKI) soft certifications
• DOD PKI Authentication with SIPR token
• Dell 7320 during provisioning
• Data-in-transit protection
• Device is unclassified when powered off

Advantages
• Available for DOD and federal customers
• Delivered in partnership with the National Security Agency (NSA)
• Compliant with NSA's Commercial Solutions for Classified (CSfC) process
• Full Microsoft Office desktop productivity suite (Word, Excel, PowerPoint, 

OneNote)
• Secure Cisco Jabber voice and Instant Messaging
• Secure DCS-S web-based conferencing and Instant Messaging
• Global Video Services – Classified (GVS-C) Voice and Video Conferencing
• Secure Internet Explorer and Edge web-browsing of Intelink.gov and other sites 

hosted on DODIN SIPRNet
• Microsoft Outlook client with support for DOD Enterprise Email - Secret (DEE-S)
• Global Service Desk (GSD) support (24x7x365)

Cost and Ordering
Cost
• WINDAR-S Laptop Cost: $1,740.00 and laptop case cost: $48.00
• Infrastructure Fee: $290.38 per device, per month
• Domestic AT&T Nighthawk Hotspot Service Plan Fee (Mandatory): $12.31 (5GB) 

and $13.17 (unlimited) per month
• TP-Link Travel Router One-Time Fee: $34.42
• International AT&T Nighthawk Hotspot Service Plan Add-On Fee (Optional): $1.00 –

$60.00 per month, options vary

Ordering
• Initiate a new service request via DISA Storefront (DSF)
• All devices require a retransmission device: AT&T Nighthawk hotspot or TP-Link 

travel router (no data plan)

DOD Enterprise Mobility
WINDAR-S Fact Sheet

WINDOWS Data-at-Rest – Secret (WINDAR-S) Capability Overview 

For additional information, visit the DOD Mobility Service Portal: https://disa.deps.mil/ext/cop/dod_mobility

Resources and Contacts
• WINDAR-S DOD Mobility Service Portal 

Page (MSP): WINDAR-S Overview

• Ordering Portal (CAC-enabled): DSF

• Public Facing DMCC-S Information (non-
CAC-enabled): DISA Service Catalog

• Secure Mobility Implementation Team 
(SMIT):
Email: disa.meade.se.mbx.secure-
mobility-implementation-
team@mail.mil
Call: 301-225-8700

• Global Service Desk (GSD):
Email (NIPR): disa.gsd.enterpriseservices
@mail.mil
Email (SIPR): disa.gsd.enterpriseservices
@mail.smil.mil
Call: 1-844-347-2457: Opt 4, Opt 3

Note: Sunset date for the legacy hotspot is expected to be May 2022.

• Access to a suite of tools and capabilities at the 
SECRET classification level

• Multiple user profiles per device 
comparable to traditional Windows 10 SIPRNet 
workstations

• Secure Voice (ECVoIP and VoSIP) Connectivity

• Microsoft Office Productivity Suite

• Outlook Web Access (OWA) (Non-DEE)

• Defense Collaboration Services (DCS) – Secret

• Adobe Acrobat 2017 with signature capability

• Device file storage and cloud storage to 
DOD Enterprise Portal Service – Secret (DEP-S)

• Dell 7320 offers a touchscreen capability

DOD Mobility 
Service Portal
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